附件2

**技术应用伦理承诺书**

**一、承诺主体信息**

| **项目** | **内容** |
| --- | --- |
| 申报单位 | ［全称］ |
| 案例名称 | ［与申报材料一致］ |
| 技术类型 | □人工智能 □区块链 □大数据□虚拟现实□5G技术□物联网□其他：\_\_\_\_\_  |
| 法定代表人 | ［姓名］ |
| 联系人 | ［姓名］ 电话：［手机］ |

1. 核心伦理条款

我方郑重承诺在技术研发与应用中遵守以下准则：

 **1.真实性保障**

禁用深度伪造（Deepfake）技术生成或篡改新闻人物影像/音频（如模拟领导人讲话、炮制当事人采访）；AI辅助生成内容需显著标注“技术合成”标识（如文字/音视频浮水印），且不得用于时政新闻核心事实报道。

**2.数据安全合规**训练数据来源合法，不包含未授权公民个人信息、国家

秘密、商业机密；建立数据分级访问机制（参考《信息安全技术数据分级指南》GB/T 35273-2020），敏感数据存储于境内服务器。

**3.算法透明可释**

向监管机构开放算法逻辑说明文档（脱敏版），避免“暗箱操作”；定期提交偏见检测报告（如地域、性别、年龄维度公平性测试）。

**4.权责明确归属**

技术导致的侵权/造假行为，由申报单位独立承担法律责任。

三、禁止性行为清单

以下行为一经发现立即取消推荐资格。

**✅ ​绝对禁止​**

| **行为** | **示例** |
| --- | --- |
| 伪造社会事件 | 用AI生成重大事故现场视频 |
| 侵害人格权益 | 未经许可生成公众人物负面形象 |
| 操纵舆论导向 | 算法刻意放大煽动性信息 |
| 破坏国家安全 | 利用地图标注错误国界线 |

**✅ ​限制性使用​**

| **行为** | **示例** |
| --- | --- |
| 人脸/声纹识别 | 已进行安全自评估 |
| 舆论热点预测 | 数据源合规使用 |
| 用户行为分析 | 使用脱敏的个人信息 |

四、违反处理机制

中国记协新媒体专委会将委托评审专家组随机抽查报送案例的代码及运行日志，一旦发现以上违规情形，将取消该案例的推荐资格。

五、签署栏

申报单位声明：

（本单位已充分理解本承诺书条款，保证所申报案例符合国家法律法规及新闻职业道德准则，自觉接受社会监督与技术审计。）

单位名称（盖章） ：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

 法定代表人（签字）：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

 日期：2025年\_\_\_月\_\_\_日